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At a glance...

Children aged 7 to 16 spend nearly
four hours a day online

Much of internet use is centred on
watching video content and gaming

YouTube confinues to be used by
virtually most, while TikTok grew rapidly
in 2020

Whilst the internet was a vital lifeline in
2020, over half of children had a
negative experience online

YouTube removed 34.8 million videos
in 2020, while TikTok removed 194
million videos - child safety was the
most common reason

The pandemic has resulted in an
abundance of information, which
includes inaccurate and misleading
iInformation

Online Nation

2021 report



https://www.ofcom.org.uk/__data/assets/pdf_file/0013/220414/online-nation-2021-report.pdf

5-15 yearolds .

;

- -

61% have their own tablet,

and 55% their own smartphone

To go online - 70% use a tablet,
69% a laptop, and 65% a smartphone

56% watch live broadcast TV, and
91% watch video-on-demand content*

71% play games online

55% use social media apps/sites
65% use messaging apps/sites
97% use video-sharing platforms (VSP)

45% use live streaming apps/sites

Media use by age in 2020: a snapshot

5-7 year olds

57% have their own tablet, -
and 14% their own smartphone [ £4 i| 66% have their own tablet,
and 49% their own smartphone
To go online - 77% use a tablet,

51% a laptop, and 40% a smartphone To go online - 76% use a tablet,

, 72% a laptop, and 62% a smartphone
48% watch live broadcast TV, and -

R s mand content 1 58% watch live broadcast TV, and

91% watch video-on-demand content*

50% play games online "
' 78% play games online

30% use social media apps/sites 44% use social media apps/sites

B Saging apps/sites 64% use messaging apps/sites

' ' 96% use video-sharing platforms (VSP) 96% use video-sharing platforms (VSP)

. : : ol A
BRI SHINg apps/sites < 39% use live streaming apps/sites

40% are aware of ad placements in search engines
(8-11s who go online and use search engines)

27% have seen worrying or nasty content online
(8-11s who go online)



Discussion points for parents/carers
1. Have you talked to your child about their life and
experiences online during and after lockdown?

Media use by age in 2020: a snapshot

2. Are you familiar with the apps your child is on and if
they are age appropriate?

3. Do you talk to your child about the sites they use and
what they share?¢

Proportion of children who

86% of parents use social media by age

aware that there
4. Do you know what they are wo’rching?r’:q’:i‘m:r'::fe
Tips for keeping children safe

. 11 12 113 14 15
« Manage screen time

... 38% stated

« Set conftrols and settings °°'{§°“ge of
years

Proportion of parents who
would allow their child to use social media

« keep up with the latest trends, apps and games

content, to extremism and gangs

Source: [[hA0O_ 0@ —e0 <—_ 0@ ~
FOOI— _ O —90 —,.0, OO,. _O=<o_,,
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« Talk to children about risk - from bullying and sharing ﬁ
e Xl


https://www.youtube.com/watch?v=ZaSJHFhOI-o

- are seeing. Some games also include
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Age Inappropriate content

ENAP

SOCIALMEDIA  ixyf

Age-inappropriate content is n.
easily accessible through many -
social media platforms. TikTok, ' 4
for instance, is hugely popular

with young reo le but is arguably best
known for clips featuring sexualised
dancing or profanity. Some social media
users also express hate speech or
promote eating disorders and self-harm,
which could cause lasting damage to a
child’s emotional and mental health.

GAMING

Gaming is an enjoyable source of
entertainment, but many popular titles
can expose children to inappropriate
material such as violence, horror,
ambling or sexually explicit content.
laying games unsuitable for their age
risks normalising to children what they

m 3

The range of video streaming services
available online means that users can
find almost anything they want to watch
on demand. Children are therefore at risk
of viewing TV shows and movies which
contain nudity, drug and alcohol abuse,
explicit language and extreme violence.
Unfortunately, ase'straurning platforms
can’t always determine that it's not an
adult who's watching.

ADVERTS Yy

Online adverts frequently include
age=inappropriate content: usuall&r
gambling and nudity or partial nudity,
although adverts for alcohol or

\ e-cigarettes are also common. Some
search engines also feature adverts that
are responsive to your search history: so
if you've recently looked up a new horror
movie, shopped for lingerie or ordered
alcohol online, then the ads appearing
on screen could reflect this the next time
your child borrows your device.

in-game chat, where other (usually
older) online players often use language
that you probably wouldn’t want your
child to hear or repeat.

\ o
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Age inappropriate content

TALK IT THROUGH

Embarrassment or fear of getting into trouble can make it difficult
for children to talk openly about age-inappropriate content they've
watched. Remind your child they can always come to you if they're
troubled by something they’ve seen online, without worrying about
cunsaqluancas. Before offering advice, discuss what they saw, how
they felt and how they came to find the content in question. «

BLOCK, REPORT, CONTROL

After discussing the problem, you and your

GET SPECIALIST HELP

Age-inappropriate content can

child can take action together. This could potentially have a negative impact on a
include blocking any inappropriate sites child’s mental health, which is sometimes
and reporting any content which violates a displayed through changes in their
platform’s rules. To further suia%uurd your behaviour. If the problem becomes more
child online, set up parental controls on severe, you might consider reaching out
internet-enabled devices that they use. to a mental health professional or an
This will significantly reduce the chances
of your child being exposed to
age-inappropriate content in future.

&V
2
.‘w‘fgt expert in this field who can provide you

. "ﬂ and your child with the proper support.

If your child's been particularly distressed by exposure to
content that wasn’t suitable for their age, it's important to offer
uidance to prevent them from repeating the same mistake -
ut it's equally vital to help them deal with the emotions that the
situation has raised. You could tell them about any similar experiences
you might have had at their age, and how you dealt with it. —

 STAY CAIM A %

Even though it is obviously difficult to stay
rational in a situation where your child has
been put at risk, it's essential to think before
ou react. Your child may well have hesitated
to open up to you about wutchin%
inappropriate content for fear of the
consequences, so being calm and supportive
will reinforce the notion that it would be easy
to talk to you about similar issues in the future.




What if they come across hateful or extremist behaviour or content online?

Response to seeing hateful content online

61%

36%

Took some action when seeing hateful content  JRI=[el2=le Ni /A f¢ oK
do anything

Visit goingtoofar.lgfl.net to find out how to:
* recognise extremist behaviour and content
e understand actions likely to attract police investigation

* get help
* report concerns

Source: [[h0O 0@ —e0O <—_ 0@ . ~
FOOG— _ O —®0 —,0, 06, O=<o_,,

—_ —_ —_—


https://goingtoofar.lgfl.org.uk/default.html
https://www.youtube.com/watch?v=yjAmB0UHnHE

Do your children trust everything they see online?

Amount of factual information found online
considered to be truthful (% of internet users)

A quarter of children do not consider the truthfulness of Ofcor
information within newly discovered sites “

46% of 8-11s and 57% of 12-15s
that went online visited newly
discovered sites and apps during
2020

Checks on whether info on new sites is true (12-15 year olds)

61% [ 23% 16%

Ever think about whether the information Don't think Don't
can be trusted to be true or accurate about this know



https://www.youtube.com/watch?v=HD5MmuLDeFE

Digital Family Agreement

Why not have a family agreement to:
e clarify what is allowed...or not

e establish ground rules like no phones at
the table or in the bedroom at night-time

* agree shared expectations to reduce
arguments and keep everyone safe &
healthy

<qrernet
':\auers-ﬂg

Your child will bring home an e-safety pack,
you will find a copy of the ‘Digital Family _ |
Agreement’. o~ -]'é»




Digital Family Agreement ([i:: DigiSafe®

Parent/carer will:

Signed:



Do they know who to talk to or how to report any concerns?

of 12-15s have been contacted
online by someone they did not know
who wanted to be their friend

@ of 12-15s ¢ u@ of 8-11s

have seen something
worrying or nasty online

@ of 12-15s have seen hateful
' content in the past 12 months

Go to reporting.lgfl.net to find out how to remove content from social media and where to
report bullying, racial hatred, terrorism, sexual abuse and more



https://www.lgfl.net/online-safety/resource-centre?s=5




1. https://www.youtube.com/watch?v=ZaSJHFhOI-o Video links

2. https://www.youtube.com/watch?v=HD5MmulLDeFE

3. https://www.youtube.com/watch?v=yjAmBOUHNHE



https://www.youtube.com/watch?v=ZaSJHFhOI-o
https://www.youtube.com/watch?v=HD5MmuLDeFE
https://www.youtube.com/watch?v=yjAmB0UHnHE
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